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(57) ABSTRACT

An embedded system is disclosed. The embedded system is
used for preventing a processing machine from an abnormal
phenomenon when at least one processing parameter setting
value is inputted into the processing machine. The embed-
ded system is electrically connected to the processing
machine, and the processing machine comprises an input
interface, a first storing medium, a first controller and a
stepper motor. The embedded system comprises a second
storing medium and a second controller. The second con-
troller captures the a processing parameter setting value
inputted and compares it with a security range, so as to
determine whether the processing machine is able to per-
form process for a workpiece. When the second controller
determines that the processing machine is not able to per-
form process for the workpiece, a stop signal is generated
and transmitted to the processing machine to stop perform-
ing process for the workpiece.

17 Claims, 5 Drawing Sheets
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EMBEDDED SYSTEM, FOOL-PROOF
CONTROL METHOD AND
NON-TRANSITORY COMPUTER-READABLE
STORAGE MEDIUM

BACKGROUND

1. Technical Field

The instant disclosure relates to a fool-proof control for a
processing machine; in particular, to an embedded system
implementing a fool-proof control for a processing machine,
a fool-proof control method for a processing machine and a
non-transitory computer-readable storage medium.

2. Description of Related Art

The processing machine, particularly the machine tool
with the Computer Numerical Control (CNC) has become a
machine tool widely used in manufacturing kinds of
machines and apparatuses. Traditionally, before the process-
ing machine processes a workpiece, the processing machine
needs to be loaded a processing procedure or the processing
procedure of the processing machine needs to be edited, so
as to go on the process. For a remote control of the machine
tool, a manager would like to obtain the processing status
and information of the processing machine from a remote
platform, for example, whether the processing machine
operates normally, whether there is certain abnormal signal,
the information about the processing procedure, the machine
utilization and the like.

In particular, when there are several processing machines
in a factory, if the manager would like to obtain the real-time
processing status and information of each processing
machine, he needs to have a visit by himself or assign
someone to the factory for watching over and recording the
processing status and information, which is time consuming
and inconvenient. If several processing machines are at
different factories, it would become more time consuming
and inconvenient. Thus, it becomes a trend in the future to
control several processing machines via a remote platform.
However, because there are lots and different kinds of
processing machines, it is rather hard to directly connect the
processing machine and the remote platform, and also not
easy to directly control the processing machine via the
remote platform. Therefore, it would be a rather effective
solution to connect the processing machine and the remote
platform via an embedded system.

In the prior art, the processing machine, such as the CNC
machine, is a machine tool widely used in the industry circle.
When operating the process, the CNC machine needs to be
loaded with a processing procedure. For an operator who is
watching over and operating the machine at the scene, he
often needs to set and correct many kinds of parameters
depending on the machine performance, such as the tool
length, the turret parameter and kinds of offset values, etc.
When the above processing procedure and kinds of practical
parameters are completely loaded and set up, the operator
can press the “start” button to process a workpiece. How-
ever, if there is some man-made operating error, such as
loading error of the processing procedure and kinds of input
errors of the practical parameters, it may result in the
machine collision, the abnormal processing, or the tool
damage.

Especially for the beginners and not experienced opera-
tors, it becomes difficult to notice the loading error of the
processing procedure and kinds of input errors of the prac-
tical parameters. Once they press the “start” button to
process a workpiece, it is very likely to result in the machine
collision dramatically. If the above concerning happened, it
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not only would strongly affect the efficiency and production
of the machine tool, but also would result in the damage of
the workpiece, the tool, the turret and the like, which causes
a waste of material, increases the processing cost, and
consumes lots of time and a big amount of money, such as
ten to hundred thousand New Taiwan Dollars to repair the
machine tool. Also, it would become more serious to make
people injured. Therefore, it turns a rather important issue in
this industry to avoid the input error of the parameters.

SUMMARY

The instant disclosure is to provide a protecting mecha-
nism of processing parameters, especially protecting mecha-
nism of processing parameters with an embedded system
which is not costly. The embedded system is connected to
the processing machine so as to prevent a collision of
machine or an abnormal phenomenon when processing due
to an input error of the processing parameters.

The instant disclosure provides a fool-proof control
method, used for preventing a processing machine from an
abnormal phenomenon when at least one processing param-
eter setting value is input into the processing machine. An
embedded system is electrically connected to the processing
machine, and the processing machine comprises an input
interface, a first storing medium, a first controller, and a
stepper motor. The first storing medium stores and provides
a processing procedure and the processing parameter setting
value to the stepper motor such that the stepper motor starts
to process according to the processing procedure and the
processing parameter setting value provided. The input
interface is used for setting the status information of the
processing machine as a setting status and setting the status
information as a processing state after the processing param-
eter setting value is input. The embedded system comprises
a second storing medium and a second controller, and
particularly the second storing medium is used for storing a
security numerical range of the processing parameter setting
value. The second controller is electrically connected to the
second storing medium and the input interface. The fool-
proof control method comprises following steps: capturing
the status information via the second controller; capturing
the processing parameter setting value input and comparing
the processing parameter setting value with the security
numerical range when the second controller determining that
the status information is changed into the processing state;
determining by the second controller whether the processing
machine can process a workpiece; generating and transmit-
ting a stop signal to the processing machine so as to stop
processing the workpiece when the second controller deter-
mining that the processing machine can not process the
workpiece via the processing procedure; and controlling the
stepper motor by the first controller according to the pro-
cessing procedure and the processing parameter setting
value so as to process the workpiece when the second
controller determining that the processing machine can
process the workpiece via the processing procedure.

In an embodiment of the instant disclosure, the stop signal
is transmitted to the input interface so as to change the status
information from the processing state to the setting state.

In an embodiment of the instant disclosure, the security
numerical range is generated via an expert system.

In an embodiment of the instant disclosure, by simulating
according to the processing procedure and a plurality of
simulation processing parameter values, when a processing
simulation system determines it is safe for the processing
machine to work, the security numerical range is generated
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by the processing simulation system according to the simu-
lation processing parameter values.

In an embodiment of the instant disclosure, the second
controller is further used for generating a processing param-
eter suggestion value satisfied within the security numerical
range when determining the processing parameter setting
value is not satisfied within the security numerical range,
and transmitting the processing parameter suggestion value
to the input interface for display.

In an embodiment of the instant disclosure, the second
controller captures the status information of the processing
machine according to a fixed frequency, obtains a plurality
of status information in a sequence, and determines whether
the status information is changed from the setting state to the
processing state according to two status information which
are sequential and latest. The second controller continues to
capture the status information when determining the two
sequential and latest status information are not changed from
the setting state to the processing state.

In an embodiment of the instant disclosure, the embedded
system further comprises an alarm unit. The alarm unit is
electrically connected between the first controller and the
second controller. In particular, the stop signal is transmitted
to the alarm unit and the alarm unit sends an alarm signal to
the first controller after receiving the stop signal such that
the first controller controls the stepper motor so as to stop
processing the workpiece.

In an embodiment of the instant disclosure, the processing
machine further comprises an alarm unit. The alarm unit is
electrically connected between the first controller and the
second controller. In particular, the stop signal is transmitted
to the alarm unit and the alarm unit sends an alarm signal to
the first controller after receiving the stop signal such that
the first controller controls the stepper motor so as to stop
processing the workpiece.

In an embodiment of the instant disclosure, the security
numerical range stored is updated via the Internet or intranet.

In an embodiment of the instant disclosure, the second
storing medium stores the processing parameter setting
values and the security numerical range corresponding via a
processing parameter database.

In an embodiment of the instant disclosure, it is via a rule
detection table of processing parameter to determine
whether the security numerical ranges for each processing
parameter in the processing parameter database are estab-
lished.

The instant disclosure further provides an embedded
system, used for preventing a processing machine from an
abnormal phenomenon when at least one processing param-
eter setting value is input into the processing machine. The
embedded system is electrically connected to the processing
machine, and the processing machine comprises an input
interface, a first storing medium, a first controller, and a
stepper motor. The first storing medium stores and provides
a processing procedure and the processing parameter setting
value provided to the stepper motor such that the stepper
motor starts to process according to the processing proce-
dure and the processing parameter setting value provided.
The input interface is used for setting the status information
of the processing machine as a setting status and setting the
status information as a processing state after the processing
parameter setting value is input. The embedded system
comprises a second storing medium and a second controller.
The second storing medium is used for storing a security
numerical range of the processing parameter setting value.
The second controller is used for capturing the status infor-
mation. When the second controller determines that the
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status information is changed into the processing state, the
second controller captures the processing parameter setting
value input and compares the processing parameter setting
value with the security numerical range so as to determine
whether the processing machine processes a workpiece.
When the second controller determines to the processing
machine can not process the workpiece via the processing
procedure, the second controller generates and transmits a
stop signal to the processing machine so as to stop process-
ing the workpiece.

The instant disclosure further provides a non-transitory
computer-readable storage medium, used for storing a com-
puter program. The computer program comprises a plurality
of codes to be loaded into an embedded system such that the
embedded system implements a fool-proof control method
used in a processing machine. In particular, the embedded
system is electrically connected to the processing machine,
and the processing machine comprises an input interface, a
first storing medium, a first controller, and a stepper motor.
The first storing medium stores and provides a processing
procedure and the processing parameter setting value pro-
vided to the stepper motor such that the stepper motor starts
to process according to the processing procedure and the
processing parameter setting value provided. The input
interface is used for setting the status information of the
processing machine as a setting status and setting the status
information as a processing state after the processing param-
eter setting value is input. The embedded system comprises
a second storing medium and a second controller. The
second storing medium is used for storing a security numeri-
cal range of the processing parameter setting value. The
second controller is electrically connected to the second
storing medium and the input interface. The fool-proof
control method comprises following steps: capturing the
status information via the second controller; capturing the
processing parameter setting value input and comparing the
processing parameter setting value with the security numeri-
cal range when the second controller determining that the
status information is changed into the processing state;
determining by the second controller whether the processing
machine can process a workpiece; generating and transmit-
ting a stop signal to the processing machine so as to stop
processing the workpiece when the second controller deter-
mining the processing machine can not process the work-
piece via the processing procedure; and controlling the
stepper motor by the first controller according to the pro-
cessing procedure and the processing parameter setting
value so as to process the workpiece when the second
controller determining the processing machine can process
the workpiece via the processing procedure.

To sum up, in the embedded system, the fool-proof
control method and the non-transitory computer-readable
storage medium provided by the instant disclosure, the
embedded system goes on the process of the security pro-
tecting mechanism when an operator is inputting the pro-
cessing parameter setting value into a processing machine.
Accordingly, it prevents the processing machine from an
abnormal phenomenon, which efficiently reduces the possi-
bility of damage for a workpiece to be processed and
effectively increases the production efficiency.

For further understanding of the instant disclosure, refer-
ence is made to the following detailed description illustrat-
ing the embodiments and examples of the instant disclosure.
The description is only for illustrating the instant disclosure,
not for limiting the scope of the claim.
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BRIEF DESCRIPTION OF THE DRAWINGS

Embodiments are illustrated by way of example and not
by way of limitation in the figures of the accompanying
drawings, in which like references indicate similar elements
and in which:

FIG. 1 shows a schematic block diagram of a embedded
system and a processing machine using a fool-proof control
method thereof according to an embodiment of the instant
disclosure;

FIG. 2 shows a flow chart of a fool-proof control method
according to an embodiment of the instant disclosure;

FIG. 3 shows a flow chart of a fool-proof control method
according to another embodiment of the instant disclosure;

FIG. 4 shows a schematic block diagram of a embedded
system and a processing machine using a fool-proof control
method thereof according to another embodiment of the
instant disclosure; and

FIG. 5 shows a schematic block diagram of controlling a
processing machine via an embedded system according to
another embodiment of the instant disclosure.

DETAILED DESCRIPTION

The aforementioned illustrations and following detailed
descriptions are exemplary for the purpose of further
explaining the scope of the instant disclosure. Other objec-
tives and advantages related to the instant disclosure will be
illustrated in the subsequent descriptions and appended
drawings.

It will be understood that, although the terms first, second,
third, and the like, may be used herein to describe various
elements, components, regions, layers and/or sections, these
elements, components, regions, layers and/or sections
should not be limited by these terms. These terms are only
to distinguish one element, component, region, layer or
section from another region, layer or section discussed
below could be termed a second element, component,
region, layer or section without departing from the teachings
of the present disclosure. As used herein, the term “and/or”
includes any and all combinations of one or more of the
associated listed items.

The instant disclosure provides a fool-proof control
method, applied to an embedded system to control process-
ing machines so as to prevent the processing machines from
an abnormal phenomenon. When the operator is inputting
processing parameter setting values, the embedded system
starts the process of the security protection mechanism. In
other words, the embedded system captures the processing
parameter setting values, and before the processing machine
starts to work the embedded system compares the processing
parameter setting value with the security numerical range so
as to make sure that the processing parameter setting value
input by the operator is satisfied within the security numeri-
cal range. Accordingly, it can prevent the processing
machine from an abnormal phenomenon, which efficiently
reduces the possibility of damage for a workpiece to be
processed and effectively increases the production effi-
ciency.

The instant disclosure provides an embedded system with
a low cost to have a fool-proof control for the processing
parameters of the processing machine, which prevents the
instability of the processing quality or the machine collision
resulted from errors of the processing parameters. In addi-
tion, the instant disclosure can detect before the processing
machine starts to process a workpiece so as to prevent the
damage possibility of the workpiece.
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The following instruction is to describe a fool-proof
control method for the processing machine via a plurality of
embodiments with corresponding drawings. However, the
embodiments below are not for restricting the scope of the
instant disclosure.

[One Embodiment of an Embedded System for a Fool-
Proof Control of a Processing Machine]

Please refer to FIG. 1. FIG. 1 shows a schematic block
diagram of an embedded system and a processing machine
using a fool-proof control method thereof according to an
embodiment of the instant disclosure. In the present embodi-
ment, an embedded system 110 is electrically connected to
a processing machine 120, and the embedded system 110 is
used for preventing the processing machine 120 from an
abnormal phenomenon when at least one processing param-
eter setting value is input into the processing machine 120.
The embedded system 110 comprises a second storing
medium 112 and a second controller 114. The processing
machine 120 comprises an input interface 121, a first storing
medium 122, a first controller 123, a stepper motor 124 and
a group load 125. The first storing medium 122 is electrically
connected to the input interface 121, the first controller 123
is electrically connected to the first storing medium 122, and
the stepper motor 124 is electrically connected to the group
load 125. The second storing medium 112 is electrically
connected to the second controller 114, and the second
controller 114 is electrically connected to the input interface
121, the first storing medium 122 and the stepper motor 124.

In the present embodiment, the first storing medium 122
is used for storing a processing procedure and processing
parameter setting values provided to the stepper motor 124
s0 as to process a workpiece according to the processing
procedure and the processing parameter setting values. Par-
ticularly, the processing procedure is edited in advance by
the programmer and stored in the first storing medium 122
of'the processing machine 120. The first storing medium 122
may be a Mask ROM, an EPROM, an EEPROM or a Flash
Memory. The input interface 121 is used for setting the
status information of the processing machine 120 as a setting
state by an operator, and after the operator inputs the
processing parameter setting value the status information of
the processing machine 120 is set as a processing state via
the input interface 121. The input interface 121 may be a
keyboard or a touch screen. Moreover, the second storing
medium 112 is used for storing security numerical ranges of
the processing parameter setting values. In the following
description is a further instruction in the generation of the
security numerical range. The second storing medium 112
may be a Mask ROM, an EPROM, an EEPROM or a Flash
Memory. The second controller 114 captures the status
information of the processing machine 120 via the first
storing medium 122 so as to make a following decision
determination.

In conjunction with FIGS. 1 and 2, FIG. 2 shows a flow
chart of a fool-proof control method according to an
embodiment of the instant disclosure. The fool-proof control
method provided by the instant disclosure comprises steps as
below: capturing the status information via the second
controller 114 (step S210); capturing the processing param-
eter setting value input and comparing the processing
parameter setting value with the security numerical range
when the second controller 114 determining that the status
information is changed into the processing state (step S220);
determining by the second controller 114 whether the pro-
cessing machine 120 can process a workpiece 130 (step
S230). When the second controller 114 determines that the
processing machine 120 can not process the workpiece 130,
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a control signal ECS is generated and transmitted to the
processing machine 120 so as to stop processing the work-
piece 130. At this time, the control signal is considered a
stop signal.

Furthermore, first, the status information of the processing
machine is set as a setting state, and the operator inputs the
processing parameter setting value WPV via the input inter-
face 121 into the first storing medium 122. Afterwards, the
operator inputs a state-changing command MS via the input
interface 121 so as to change the status information of the
processing machine 120 into a processing state. In the
present embodiment, the processing parameters are for
example the feed speed of the feed axes, the rotational speed
of the main axis, the compensation of working coordinate,
the correction for intercept, the processing compensation,
the tool compensation, the actual feed speed and the like of
the stepper motor 124, or the relative parameters of other
apparatuses of the processing machine 120. After that, the
embedded system 110 captures the status information of the
processing machine 120. To be more specific, the second
controller captures the status information of the processing
machine 120 according to a fixed frequency, obtains a
plurality of status information, and according to two sequen-
tial status information latest among the status information
determines whether the status information is changed from
a setting state to a processing state. When the second
controller 114 determines that the two sequential and latest
status information among the status information are not
changed from a setting state to a processing state, the second
controller 114 continues to capture the status information. In
some embodiments, the second controller 114 can also
capture the general parameters of the processing machine
120, such as the power-on time, the operating time, the
absolute coordinate, the relative coordinate, the residual
distance, the macro variable, the servo axis actual rotation-
speed, the servo axis command rotation-speed and the
percentage of servo axis rotation-speed, etc. In other
embodiments, the status information may be one of the
general parameters of the processing machine 120, and in
particular after the second controller 114 captures the gen-
eral parameters, the second controller 114 obtains the status
information from the general parameters captured.

In practical applications of the processing machine 120,
when the second controller 114 of the embedded system 110
determines that the status information of the processing
machine 120 is changed from a setting state to a processing
state, the second controller 114 captures the processing
parameter setting value WPV input via the first storing
medium 122 of the processing machine 120, and the second
controller 114 compares the processing parameter setting
value WPV with the security numerical range stored in the
second storing medium 112, so as to determine whether the
processing machine 120 can process a workpiece 130, in
which the instruction of relevant details of generation of the
security numerical range would be as follow. Afterwards,
when the second controller 114 of the embedded system 110
determines that the processing machine 120 can not process
the workpiece 130, the second controller 114 generates and
transmits a control signal ECS to a first controller 123 of the
processing machine 120 so as to instruct the processing
machine 120 to stop processing the workpiece 130. More-
over, it is worth mentioning that, in one embodiment, when
the second controller 114 determines that the processing
parameter setting value WPV input by the operator is not
satisfied within the security numerical range, the second
controller 114 generates a processing parameter suggestion
value which is satisfied within the (security numerical range
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according to the data stored in the second storing medium
112, and transmits a numerical suggestion signal including
the processing parameter suggestion value to the input
interface 121 so as to display the processing parameter
suggestion value of the processing parameter on a display
with the input interface 121. Accordingly, the operator
operating the processing machine 120 is instructed to input
the processing parameter setting value WPV satisfied within
the security numerical range. In another embodiment, the
second controller 114 transmits a stop signal to the input
interface 121 of the processing machine 120 so as to change
the status information of the processing machine 120 from
a processing state to a setting state.

Moreover, when the second controller 114 determines that
the processing machine 120 can process the workpiece 130,
the first controller 123 transmits an operating signal WCS to
control the stepper motor 124 according to the control signal
ECS transmitted from the second controller 114 and the
processing procedure and processing parameter setting
value stored in the first storing medium 122, and the stepper
motor 124 transmits a processing signal to the group load
125 according to the operating signal WCS so as to control
the group load 125 and further process the workpiece 130.

Regarding the security numerical range, in one embodi-
ment, the security numerical range of the processing param-
eter may be generated via an expert system, and each
security numerical range of the processing parameter gen-
erated via an expert system is transmitted and stored in the
second storing medium 112 of the embedded system 110. In
another embodiment, the security numerical range of the
processing parameter may be generated in advance via a
processing simulation system. The processing simulation
system makes a simulation according to the processing
procedure and a plurality of simulation processing parameter
values, and the processing simulation system may make a
simulation processing parameter value which allows the
processing machine 120 to process the workpiece 130 safely
(for example, safe to prevent the machine collision) as a
security parameter according to the simulation results. After
that, the processing simulation system generates security
numerical ranges of the processing parameters with a plu-
rality of security parameters, and each security numerical
range of the processing parameter is stored in the second
storing medium 112 of the embedded system 110. In one
embodiment, the security numerical range of the processing
parameter may be input into the second storing medium 112
of the embedded system 110 by an experienced operator so
as to make sure that it is safe for the processing machine 120
to process a workpiece.

Thus, for the beginners and not experienced operators, it
becomes convenient to safely operate the processing
machine, and they can notice whether there are loading
errors of the processing procedure and kinds of input errors
of the practical parameters the via an embedded system 110
with a low cost. Further, the instant disclosure can prevent
the dramatic machine collision when the tool of the pro-
cessing machine is fed. Comparing with the prior art, the
instant disclosure would not have much waste of materials
or a high processing cost, and would also reduce the repair
cost of the processing machine (estimated as ten to hundred
thousand New Taiwan Dollars).

For a specific instruction on an operation process of the
fool-proof control method for the processing machine of the
instant disclosure, there is at least one of the embodiments
for a further instruction.

In the following embodiments, there are only parts dif-
ferent from embodiments in FIG. 1 described, and the
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omitted parts are indicated to be identical to the embodi-
ments in FIG. 1. In addition, for an easy instruction, similar
reference numbers or symbols refer to elements alike.

[Another Embodiment of a Fool-Proof Control Method
for a Processing Machine]

In conjunction with FIGS. 1 and 3, FIG. 3 shows a flow
chart of a fool-proof control method according to another
embodiment of the instant disclosure. In the present embodi-
ment, the fool-proof control method comprises steps includ-
ing the step S310 to the step S390. The following is the
detailed instruction of each step of the fool-proof control
method for a further understanding of the instant disclosure.

Step S310: providing an input interface 121 and changing
into a setting state. In other words, the status information of
the processing machine 120 would be a setting state first so
as to wait for the operator to set the processing parameter
setting value WPV of the processing machine 120.

Step S320: inputting the processing parameter setting
value via the input interface 121. In other words, when the
status information of the processing machine 120 is the
setting state, the input interface 121 is provided to the
operator to input at least one processing parameter setting
value to the first storing medium 122.

Step S330: changing into the processing state via the input
interface 121. In other words, the input interface 121 is
provided to the operator, and after at least one processing
parameter setting value is input into the first storing medium
122, the state-changing command MS changes the status
information of the processing machine 120 from a setting
state to a processing state.

Step S340: capturing the status information by the embed-
ded system 110. In other words, when the processing
machine 120 is in a processing state, the embedded system
110 captures the status information of the processing
machine 120 as a processing state. In other embodiments,
the status information is one of the general parameters of the
processing machine 120, which means, the second controller
114 would capture values of the general parameters stored in
the first storing medium 122, including the processing state,
the power-on time, the operating time, the absolute coordi-
nate, the relative coordinate, the residual distance, the macro
variable, the servo axis actual rotation-speed, the servo axis
actual rotation-speed and the percentage of servo axis rota-
tion-speed. The embedded system 110 can capture the status
information from the general parameters so as to determine
whether it is the processing state.

Step S350: determining whether to process by the embed-
ded system 110. In other words, the second controller 114 of
the embedded system 110 according to the status informa-
tion has a determination of the first level. That is, at this
time, the second controller 114 would determine whether the
processing machine 120 can process the workpiece 130. If
the processing machine 120 still can not process the work-
piece 130, it would come back to the step S340 of the
fool-proof control method to continue capturing the status
information. If the processing machine 120 can process the
workpiece 130, it would come to the step S360 of the
fool-proof control method to proceed to the following pro-
cess.

Step S360: capturing the processing parameter setting
value by the embedded system 110. In other words, when the
second controller 114 of the embedded system 110 deter-
mines that the status information of the processing machine
120 is changed from the setting state to the processing state,
the second controller 114 captures the processing parameter
setting value WPV input via the first storing medium 122 of
the processing machine 120.
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Step S370: comparing the processing parameter setting
value with the security numerical range by the embedded
system 110. In other words, the second controller 114
compares the processing parameter setting value WPV with
the security numerical range stored in the second storing
medium 112. In the present embodiment, the security
numerical range is generated by the processing simulation
system. The processing simulation system makes a simula-
tion according to the processing procedure and a plurality of
simulation processing parameter value. The simulation pro-
cessing parameter value generates the security numerical
range of the processing parameter, which is safe for the
processing machine 120 to process the workpiece 130
according to the simulation processing parameter value.
Further, each of the security numerical range of the process-
ing parameter is stored in the second storing medium 112 of
the embedded system 110. Afterwards, it comes to the step
S380 of the fool-proof control method.

Step S380: determining whether it is satisfied within the
security numerical range by the embedded system 110. In
other words, after the second controller 114 compares the
processing parameter setting value WPV with the security
numerical range stored in the second storing medium 112,
the second controller 114 makes a decision determination.
That is, the second controller 114 determines whether the
processing machine 120 can process the workpiece 130. If
the second controller 114 of the embedded system 110
determines that the processing machine 120 can not process
the workpiece 130, it comes to the step S385 of the fool-
proof control method. If the second controller 114 of the
embedded system 110 determines that the processing
machine 120 can process the workpiece 130, it comes to the
step S390 of the fool-proof control method.

Step S385: the processing machine 120 stopping process-
ing. In other words, if the second controller 114 of the
embedded system 110 determines that the processing
machine 120 can not process the workpiece 130, the second
controller 114 generates and transmits a control signal ECS
to the first controller 123 of the processing machine 120 so
as to instruct the processing machine 120 to stop processing
the workpiece 130. It is worth mentioning that, in one
embodiment, when the second controller 114 determines
that the processing parameter setting value WPV input by
the operator is not satisfied within the security numerical
range, the second controller 114 generates a processing
parameter suggestion value satisfied within the security
numerical range according to the data in the second storing
medium 112, and transmits a numerical suggestion signal
including the processing parameter suggestion value to the
input interface 121 so as to display the processing parameter
suggestion value of the processing parameter on a display
(not shown) with the input interface 121 of the processing
machine 120. Accordingly, the operator operating the pro-
cessing machine 120 is instructed to correctly input the
processing parameter setting value WPV satisfied within the
security numerical range. Further, in another embodiment,
the second controller 114 transmits a stop signal to the input
interface 121 of the processing machine 120 so as to change
the status information of the processing machine 120 from
the processing state to the setting state. At this time, the stop
signal is considered a state-changing signal.

Step S390: the processing machine 120 starting to pro-
cess. In other words, when the second controller 114 deter-
mines that the processing machine 120 can process the
workpiece 130, the first controller 123 transmits an operat-
ing signal WCS to control the stepper motor 124 according
to the control signal ECS transmitted from the second
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controller 114 and the processing procedure and the pro-
cessing parameter setting value stored in the first storing
medium 122. The stepper motor 124 transmits a processing
signal DS to the group load 125 according to the operating
signal WCS so as to control the group load 125 and further
to process the workpiece 130.

It is clarified that, a sequence of steps in FIG. 3 is set for
a need to instruct easily, and thus the sequence of the steps
is not used as a condition in demonstrating the embodiments
of the instant disclosure.

For a specific instruction on an operation process of the
fool-proof control method for the processing machine of the
instant disclosure, there is at least one of the embodiments
for further instruction.

In the following embodiments, there are only parts dif-
ferent from embodiments in FIG. 1 described, and the
omitted parts are indicated to be identical to the embodi-
ments in FIG. 1. In addition, for an easy instruction, similar
reference numbers or symbols refer to elements alike.

[Another Embodiment of a Fool-Proof Control Method
for a Processing Machine]

Please refer to FIG. 4, FIG. 4 shows a schematic block
diagram of an embedded system and a processing machine
using a fool-proof control method thereof according to
another embodiment of the instant disclosure. In the present
embodiment, the difference between the embodiment of
FIG. 1 and the present embodiment is that the embedded
system 110 in the present embodiment further comprises an
alarm unit 116. The alarm unit 116 is electrically connected
between the first controller 123 and the second controller
114. If the second controller 114 of the embedded system
110 determines that the processing machine 120 can not
process the workpiece 130, the second controller 114 gen-
erates and transmits a control signal ECS (that is, a stop
signal) to the alarm unit 116. Afterwards, the alarm unit 116
generates and transmits an alarm signal IS to the processing
machine 120 so as to instruct the processing machine 120 to
stop the stepper motor 124 processing the workpiece 130. In
the other embodiments, the alarm unit 116 can be equipped
with a LED alarming light or a buzzer, so as to remind the
operator with a flash or a noise. Regarding relevant opera-
tion mechanism of the present embodiment of FIG. 4, it is
identical to the embodiment in FIG. 1, and it is not repeated
thereto.

[Another Embodiment of the Fool-Proof Control Method
for the Processing Machine]

Please refer to FIG. 5, FIG. 5 shows a schematic block
diagram of controlling a processing machine via an embed-
ded system according to another embodiment of the instant
disclosure. In the present embodiment, the difference
between the embodiment of FIG. 1 and the present embodi-
ment is that the processing machine 120 in the present
embodiment further comprises an alarm unit 126. The alarm
unit 126 is electrically connected between the first controller
123 and the second controller 114. If the second controller
114 of the processing machine 120 determines that the
processing machine 120 can not process the workpiece 130,
the second controller 114 generates and transmits a control
signal ECS (that is, a stop signal) to the alarm unit 126.
Afterwards, the alarm unit 126 generates and transmits an
alarm signal IS to the first controller 123 of the processing
machine 120 to instruct the processing machine 120 so as to
control the stepper motor 124 to stop processing the work-
piece 130. In other embodiments, the alarm unit 126 can be
equipped with a LED alarming light or a buzzer, so as to
remind the operator with a flash or a noise. Regarding
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relevant operation mechanism of the present embodiment of
FIG. 5, it is identical to the embodiment in FIG. 1, and it is
not repeated thereto.

[One Embodiment of a Non-Transitory Computer-Read-
able Storage Medium]|

For a further understanding of the instant disclosure,
please refer to the embodiments of the FIGS. 1, 4 and 5. The
instant disclosure further provides a non-transitory com-
puter-readable storage medium. The non-transitory com-
puter-readable storage medium is used for storing computer
programs. The computer programs comprise a plurality of
codes to be loaded into the embedded system 110 and
making the embedded system 110 implement a fool-proof
control method for the processing machine 120. In particu-
lar, the processing machine 120 is used for processing the
workpiece 130, and the embedded system 110 is electrically
connected to the processing machine 120. The processing
machine 120 comprises an input interface 121, a first storing
medium 122, a first controller 123, a stepper motor 124 and
a group load 125. The first storing medium 122 stores the
processing procedure and the processing parameter setting
value provided to the stepper motor 124, and the stepper
motor 124 can process the workpiece according to the
processing procedure and the processing parameter setting
value. The input interface 121 is used for setting the status
information of the processing machine 120 as a setting state,
and setting the status information of the processing machine
120 as a processing state after the processing parameter
setting value WPV is input. The embedded system 110
comprises a second storing medium 112 and a second
controller 114. The second storing medium 112 is used for
storing the security numerical range of the processing
parameter setting value WPV. The second controller 114 is
used for capturing the status information of the processing
machine 120. When the second controller 114 determines
that the status information of the processing machine 120 is
changed from the setting state to the processing state, the
second controller 114 captures the processing parameter
setting value WPV input, and compares the processing
parameter setting value WPV with the security numerical
range so as to determine that whether the processing
machine 120 can process the workpiece 130. When the
second controller 114 determines that the processing
machine 120 can not process the workpiece 130, the second
controller 114 generates and transmits a stop signal to the
processing machine 120 so as to stop processing the work-
piece 130. The fool-proot control method comprises steps as
below: capturing the status information via the second
controller 114; capturing the processing parameter setting
value input and comparing the processing parameter setting
value with the security numerical range when the second
controller 114 determining that the status information is
changed into the processing state; determining by the second
controller 114 whether the processing machine 120 pro-
cesses a workpiece 130; generating and transmitting a stop
signal to the processing machine 120 so as to stop processing
the workpiece 130 when the second controller 114 deter-
mining that the processing machine 120 can not process the
workpiece 130; controlling the stepper motor 124 by the first
controller 123 according to the processing procedure and the
processing parameter setting value so as to process the
workpiece 130 when the second controller 114 determining
that the processing machine 120 can process the workpiece
130.

To sum up, in the embedded system, the fool-proof
control method and the non-transitory computer-readable
storage medium provided by the instant disclosure, the
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embedded system goes on the process of the security pro-
tecting mechanism when an operator is inputting the pro-
cessing parameter setting value into a processing machine.
Accordingly, it prevents the processing machine from an
abnormal phenomenon, which dramatically reduces the pos-
sibility of damage for a workpiece to be processed and
effectively increases the production efficiency. In addition,
the instant disclosure can reduce the tool damage of the
processing machine, the waste of material and the like, and
can provide a safe working environment which avoids the
worries about the machine collision resulted from an inap-
propriate operation. Moreover, the instant disclosure can
detect in advance so as to reduce the repair cost of the
processing machine and the damages caused by the produc-
tion shut-down due to the repair. Also, the instant disclosure
can maintain the normal production, automatically detect
error and alarm, and reduce the safety accidents resulted in
errors and carelessness when setting and operating.
The invention can be implemented in any suitable form
including hardware, software, firmware or any combination
of these. The invention may optionally be implemented
partly as computer software running on one or more data
processors and/or digital signal processors. The elements
and components of an embodiment of the invention may be
physically, functionally and logically implemented in any
suitable way. Indeed the functionality may be implemented
in a single unit, in a plurality of units or as part of other
functional units. As such, the invention may be implemented
in a single unit or may be physically and functionally
distributed between different units and processors.
The descriptions illustrated supra set forth simply the
exemplary embodiments of the instant disclosure; however,
the characteristics of the instant disclosure are by no means
restricted thereto. All changes, alternations, or modifications
conveniently considered by those skilled in the art are
deemed to be encompassed within the scope of the instant
disclosure delineated by the following claims.
What is claimed is:
1. A fool-proof control method, used for preventing a
processing machine from an abnormal phenomenon when at
least one processing parameter setting values is input into
the processing machine, wherein an embedded system is
electrically connected to the processing machine, the fool-
proof control method comprising following steps:
capturing a status information of the processing machine
via a second controller of the embedded system;

wherein the processing machine includes an input inter-
face, a first storing medium, a first controller, and a
stepper motor, the first storing medium storing and
providing a processing procedure and at least one of the
processing parameter setting values provided to the
stepper motor such that the stepper motor starts to
process according to the processing procedure and at
least one of the processing parameter setting values
provided, the input interface is used for setting the
status information of the processing machine as a
setting status and setting the status information as a
processing state after at least one of the processing
parameter setting values is input, the embedded system
comprising a second storing medium and the second
controller, wherein the second storing medium is used
for storing a security numerical range of at least one of
the processing parameter setting values, the second
controller is electrically connected to the second storing
medium and the input interface;

capturing at least one of the processing parameter setting

values input and comparing at least one of the process-
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ing parameter setting values with the security numeri-
cal range when the second controller determines that
the status information is changed into the processing
state; wherein the second controller captures the status
information of the processing machine according to a
fixed frequency, obtains a plurality of status informa-
tion in a sequence, and determines whether the status
information is changed from the setting state to the
processing state according to two sequential and latest
status information, the second controller continues to
capture the status information when determining the
two sequential and latest status information are not
changed from the setting state to the processing state,

determining by the second controller whether the pro-
cessing machine can process a workpiece;

generating and transmitting a stop signal to the processing

machine so as to stop processing the workpiece when
the second controller determines that the processing
machine cannot process the workpiece via the process-
ing procedure; and

controlling the stepper motor by the first controller

according to the processing procedure and at least one
of the processing parameter setting values so as to
process the workpiece when the second controller
determines that the processing machine can process the
workpiece via the processing procedure.

2. The fool-proof control method according to claim 1,
wherein the stop signal is transmitted to the input interface
so as to change the status information from the processing
state to the setting state.

3. The fool-proof control method according to claim 1,
wherein the security numerical range is generated via an
expert system or is inputted manually into the second storing
medium of the embedded system.

4. The fool-proof control method according to claim 1,
wherein by simulating according to the processing proce-
dure and a plurality of simulation processing parameter
values, when a processing simulation system determines it is
safe for the processing machine to work, the security
numerical range is generated by the processing simulation
system according to the simulation processing parameter
values.

5. The fool-proof control method according to claim 1,
wherein the second controller is further used for generating
a processing parameter suggestion value satisfied within the
security numerical range when determining at least one of
the processing parameter setting values is not satisfied
within the security numerical range, and transmitting the
processing parameter suggestion value to the input interface
for display.

6. The fool-proof control method according to claim 1,
wherein the embedded system further comprises:

an alarm unit, electrically connected between the first

controller and the second controller, wherein the stop
signal is transmitted to the alarm unit and the alarm unit
sends an alarm signal to the first controller after receiv-
ing the stop signal such that the first controller controls
the stepper motor so as to stop processing the work-
piece.

7. The fool-proof control method according to claim 1,
wherein the processing machine further comprises:

an alarm unit, electrically connected between the first

controller and the second controller, wherein the stop
signal is transmitted to the alarm unit and the alarm unit
sends an alarm signal to the first controller after receiv-
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ing the stop signal such that the first controller controls
the stepper motor so as to stop processing the work-
piece.

8. The fool-proof control method according to claim 1,
wherein the second storing medium stores at least one of the
processing parameter setting values and the security numeri-
cal range corresponding via a processing parameter data-
base.

9. An embedded system, used for preventing a processing
machine from an abnormal phenomenon when at least one
processing parameter setting value is input into the process-
ing machine, wherein an embedded system is electrically
connected to the processing machine, the embedded system
comprising:

the processing machine includes an input interface, a first

storing medium, a first controller, and a stepper motor,
the first storing medium storing and providing a pro-
cessing procedure and at least of the processing param-
eter setting value provided to the stepper motor such
that the stepper motor starts to process according to the
processing procedure and at least one of the processing
parameter setting values provided, the input interface is
used for setting the status information of the processing
machine as a setting status and setting the status
information as a processing state after at least one of the
processing parameter setting values is input, the
embedded system comprising a second storing medium
and the second controller, wherein the second storing
medium is used for storing a security numerical range
of the processing parameter setting value, the second
controller is electrically connected to the second storing
medium and the input interface; and

a second storing medium, used for storing a security

numerical range of at least one of the processing
parameter setting values; and

a second controller, used for capturing the status infor-

mation, when the second controller determining that
the status information is changed into the processing
state, the second controller capturing at least one of the
processing parameter setting values input and compar-
ing the processing parameter setting value at least one
of the processing parameter setting values with the
security numerical range so as to determine whether the
processing machine can process a workpiece, when the
second controller determines that the processing
machine cannot process the workpiece via the process-
ing procedure, the second controller generating and
transmitting a stop signal to the processing machine so
as to stop processing the workpiece;

wherein the second controller captures the status infor-

mation of the processing machine according to a fixed
frequency, obtains a plurality of status information in a
sequence, and determines whether the status informa-
tion is changed from the setting state to the processing
state according to two sequential and latest status
information, the second controller continues to capture
the status information when determining that the two
sequential and latest status information are not changed
from the setting state to the processing state.

10. The embedded system according to claim 9, when the
second controller determines the processing machine can
process the workpiece via the processing procedure, the
stepper motor is controlled by the first controller according
to the processing procedure and at least one of the process-
ing parameter setting values so as to process the workpiece.

10

15

20

25

30

35

40

45

50

55

60

65

16

11. The embedded system according to claim 9, wherein
the stop signal is transmitted to the input interface so as to
change the status information from the processing state to
the setting state.

12. The embedded system according to claim 9, wherein
the security numerical range is generated via an expert
system or inputting manually into the second storing
medium of the embedded system.

13. The embedded system according to claim 9, wherein
by simulating according to the processing procedure and a
plurality of simulation processing parameter values, when a
processing simulation system determines it is safe for the
processing machine to work, the security numerical range is
generated by the processing simulation system according to
the simulation processing parameter values.

14. The embedded system according to claim 9, further
comprising:

an alarm unit, electrically connected between the first

controller and the second controller, wherein the stop
signal is transmitted to the alarm unit and the alarm unit
sends an alarm signal to the first controller after receiv-
ing the stop signal such that the first controller controls
the stepper motor so as to stop processing the work-
piece.

15. The embedded system according to claim 9, wherein
the processing machine further comprises:

an alarm unit, electrically connected between the first

controller and the second controller, wherein the stop
signal is transmitted to the alarm unit and the alarm unit
sends an alarm signal to the first controller after receiv-
ing the stop signal such that the first controller controls
the stepper motor so as to stop processing the work-
piece.

16. The embedded system according to claim 10, wherein
the second storing medium stores at least one of the pro-
cessing parameter setting values and the security numerical
range corresponding via a processing parameter database.

17. A non-transitory computer-readable storage medium,
used for storing a computer program, the computer program
comprising a plurality of codes to be loaded into an embed-
ded system such that the embedded system implementing a
fool-proof control method used in a processing machine,
wherein the embedded system is electrically connected to
the processing machine, the fool-proof control method com-
prising following steps:

capturing a status information of the processing machine

via a second controller of the embedded system,
wherein the processing machine includes an input
interface, a first storing medium, a first controller, and
a stepper motor, the first storing medium storing and
providing a processing procedure and at least one of the
processing parameter setting value provided to the
stepper motor such that the stepper motor starts to
process according to the processing procedure and at
least one of the processing parameter setting provided,
the input interface is used for setting the status infor-
mation of the processing machine as a setting status and
setting the status information as a processing state after
at least one of the processing parameter setting is input,
the embedded system comprising a second storing
medium and the second controller, wherein the second
storing medium is used for storing a security numerical
range of at least one of the processing parameter
setting, the second controller is electrically connected
to the second storing medium and the input interface;
capturing the processing parameter setting value input and
comparing the processing parameter setting value with
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the security numerical range when the second control-
ler determines that the status information is changed
into the processing state; wherein the second controller
captures the status information of the processing
machine according to a fixed frequency, obtains a 5
plurality of status information in a sequence, and deter-
mines whether the status information is changed from
the setting state to the processing state according to two
sequential and latest status information, the second
controller continues to capture the status information 10
when determining the two sequential and latest status
information are not changed from the setting state to
the processing state,

determining by the second controller whether the pro-
cessing machine can process a workpiece; 15

generating and transmitting a stop signal to the processing
machine so as to stop processing the workpiece when
the second controller determines that the processing
machine cannot process the workpiece via the process-
ing procedure; and 20

controlling the stepper motor by the first controller
according to the processing procedure and the process-
ing parameter setting value so as to process the work-
piece when the second controller determines that the
processing machine can process the workpiece via the 25
processing procedure.
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